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Abstract

Digital copyright provisions are protected by digital watermarks.
Such examples of these provisions comprise text, sound, Fixed images
and animated images. In this thesis, three text watermark algorithms are
introduced to protect the intellectual property rights of the multimedia
domain. The thesis focuses on the process of hiding the text in images
that are totally colored or of Grey scale. The process of hiding texts
depends on the type of the EDT in the image under considerate. The
encoded text is obtained after the encryption process by using the honey
encoding. After that, the encoded text is placed in the EDT of the image
that is selected dynamically.

The first approach phase is to use the three proposed algorithms

(DWT_EDT_DST) together. This is the slowest approach to use the



watermark embedding and extraction methods. The second approach is
to use the DWT _EDT and place the encoded text in the EDT of the
Image. The experiments reduced effecient results where the PSNR was
the highest possible value and the MSE value was zero. This approach
could be possibly adopted in text hiding operations, although it has also
proved its efficiency against external attacks and has not yet been
affected by it. The third proposed method is the (DST_EDT) algorithm
where the efficiency of this algorithm is proven against external attacks
in which the PSNR appeared to be high with values exceeding (70dB).
However, the cipher text consists of three words (i.e. small size of texts).
The proposed algorithm is implemented and the produced results in
terms of the speed of the concealment and extraction. In practice, it is found
to be proven from those results that this speed performed twice faster than
the other conventional systems. Additionally, it is also found that the results
showed less error rate in comparison with the other systems. However, the
PSNR noise level is shown from the obtained results to be high from the

DWT_EDT algorithm.



